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Abstract.This is a survey for the comparison between existing model which is used in classical database and
quantum computing. Theoretically it is possible to converge both of this quantum database in classical database
as we will always have Hamiltonian of the signal which are written in binary.Quantum computing holds immense
amount of capabilities to solve any classical problems those are unresolved. This report mostly identifies the gap
between these classical database and quantum database but it shows no result rather it proposes only the hypoth-
esis of existing mechanism / architecture with new perspective.

Introduction

Quantum computing mostly developed theoritically with few well known components QKD(quantum key Distribution)[”
tum dot, spin qubit, nv center qubit. Within the Quantum Search Algorithm the quantum oracle is considered as a
black-box which has only one operation to perform i.e..improving the performance of searching operations. So in
simpler term if we need to break the RSA[!!] algorithm with a key and we need to search for the key within this sys-
tem the quantum oracle will be considered as a black-box which would help the searching process faster. nitrogen
vacancy center is also used in many cases of quantum cryptography.

In case of quantum accelerator as shown in Fig. 1, it is quite natural
to have OpenQL as human like language and QASAM as low level lan-
guage. The block design of the quantum accelerator is used as follows.
Quantum cercitery consists of qubit gates and circuits and gbit can be
controlled by superimposition state and coupled together to control en-
tanglement. Qbits can be also optimized any many different ways as
they can overlap with gbits’ state. Qubits can also have magnatic inter-
action which may also reduce qubits sophistication. QASAM in Fig. 1,
is used as assembly languages for Quantum accelators[*3].

Fig. 1: Quantum Computers’ Block De-
sign



d-slit ’A newly proposed quantum computer was proposed in2008
and duality computer, or the duality quantum computer and the dual-
ity mode of quantum computers. The duality computer is based on the
particle-wave duality principle of quantum mechanics. Compared to an
ordinary quantum computer, the duality quantum computer is a quan-
tum computer on the move and passing through a multi-slit. It offers more computing operations than is possible
with an ordinary quantum computer. The most two distinct operations are: the quantum division operation and
the quantum combiner operation. The division operation divides the wave function of a quantum computer into
many attenuated, and identical parts. The combiner operation combines the wave functions in different parts into
a single part. The duality mode is a way in which a quantum computer with some extra qubit resource simulates
a duality computer. The main structure of duality quantum computers and duality mode, the duality mode, their
mathematical description and algorithm designs are reviewed. [*]

Classical Database However within the database we may compress the data or may not,as searching and
shorting operation of data can be time consuming due to compression and decompression of data. Now in the case
of quantum databases we can only use logical memory management to propose a design which is already in use
with mathematical explanations for quantum databases in dual computers.

There are few background process which are part of the any robust
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database['] eg. oracle , DB2[?] i.e.. CKPT(checkpointing), RECO(Re-
covery process), DBRWn(it writes data into datafiles),LGWR(writes
redo logs) etc. as described in the images. In fact the current version of

| CKPT | MMON  MMNL | RECO | LGWR oracle also introduced many more features which is containerization.

But CKPT is responsible for creating Checkpoint. We will take a glance
at the CKPT process now. CKPT process is actually responsible for up-
dating the headers for many datafiles. just like Fig. 2, and Fig. 3,
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1. As changes are made to the database, they are quickly recorded

Fig. 2: Background Process [!] in the redo log.

2. We have three redo log entries. They are all shown in blue, be-
cause DBRW has not yet written any of the changes to the datafiles.

3. The database writer will write out some changes. Here, the

changes for entries 1 and 2 have been written to the datafiles.

. Database Architecture

4. A checkpoint is recorded every three seconds. Here the check- D s ture
point is redo log entry 3, because all prior changes have been written.
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5. This process continues. More redo records are written
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6. More changes are written to the datafiles.
7. and finally the checkpoint is advanced.

8. Similerly we can put all other processes and components within
the quantum database to enhance the performance of databases’ search-

Fig. 3: Database Architecture [']
ing and shorting mechanism.

Method

This reaserch is a survey report and this survey is conducted based on

the past research work and RDMS which explores the gap between theoritical research developed by quantum
computing and currently deployed RDMS eg. Oracle and DB2.1t also proposes a logical mechanism of memory
management , authentication module as the way title is suggested.

The decison is made for this report based on the past reserch and related work.



Problem definition or hypothesis

As it is quite trivial to derive quantum database model from d-slit quantum computer we can easily establish the
above mentioned model eg.

hypothesis 1. Memory management for quantum database ; it can be solved by hybrid model eg. We can simply
use existing part in classical computer and some part of it eg. searching we can use QPU. But most efficient will
be using the QPU using d-slit quantum computer.

hypothesis2. In[**] it is mentioned a security enhancement for classical database we can easily modify the
process in terms of d-slit quantum database as mentioned in Fig 5..

Quantum Memory Management before we begin to propose an alternative improvement with the existing
architechture I would like to introduce a term eg. QPROC which will denote Quntum process that will either retrive
any instruction form QPU or generate a QASAM instructions. In this Fig 4 it is clear we will keep all the process
as it was before but we will introduce a new process that will deal with the average of the histogram which will
be generated from QPU of the quantum accelerator we mentioned it QHist Reader. and QCKPT the quantum
databases’ checkpointing process will be there to generate the checkpointing within quantum database.

Quantum Files in Quantum Storage In this Fig 4 it is explained clearly that we can easily store necessary
quantum files in quantum storages as it will be basically few storage qubit(mentioned in [inst]15] and we can easily
add few more qubit to store them in dual quantum computer(d-slit) also.

Along with the mentioned files which was there

in classical computer we will store other infor- - - - - -
QBuffer Cache QRedo Log Java Pool QLarge pool QHist Reader

mation of previously executed queries and pre-

viously processes’ histogram also into quantum
storage which can be accessed for future refer-
ences. In case of storing data it is quite natural = = s

we will consider a quantum storage, and quan-
tum storage can be two types 1. the quantum ac-
celarator which will have complete detabase will
consists a quantum storage or it will be anoter
accelarator which will have quantum storage and it will be attached with a classical computer . This classical
computer will be responsible to generate instructions through gx[*®] , Pyquil['°] through quantum algorithms in
first cases. But in second cases quantum to classical layer Fig 1 will communicate the other quantum storages to

retrive the data. As it is mentioned in ['°] we can even have a shared memory in quantum hybrid computer and
similer qubit can be used for dual quantum computer['°] also.

Fig. 4: Logical Databases’ File Structure And Memory Man-
agement [*]



The enhancement in module For Authentication Will Look Like:

If we consider database security only (As proposed in [**] ) the Authentication module for either of any RDBMS, can
be kept in this quantum accelerator and then we can allow authenticated clients to execute SQL statement after re-
ceiving the quantum signal from the quantum network

BEGIN

Quantum Network

Quantum Authentication module

This will finally return a Quantum Signal from
the histogram generated by the QPU finally to
clients that the users is authenticated or not.
To simulate this mechanism with PyQuil you
can easily define a QVM based this authentica-
tion mechanism and simulate such scenario. This
process most likely works in classical computer
No— which is mentioned in ['4] but in this case we will
store these files in QASAM formats which will
be retrieved only by same QASAM compiler.
As each and every Quantum Computer/acceler-
ator will be an analogue devices so we can our
case we will consider it as OQASAM (Oracle
QASAM)or DBQASAM(for generic database)

Security Rule QFile Exists
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Open Safety Rule QFile

Create Safety Rule Flle QFile

Quantum Database Authentication

Save It As Toppporary QFile as this QASAM will be different for differ-

Y ent purpose.Each and Every files generated by

[ s ot oy | OQASAM we will consider it as OQFile.So the
e + —— most possible authentication mechanism would

be as mentioned in Fig 5 However in this case

e whole authentication module will be redesigned

i with quantum cryptography['®] as QPU will

GETURNQuanmm signalAmerGeneranngTheHiswgmmofr)ifreremResu@ have more computing efﬁcency than classical

computer.As it is mentioned in ['°] We can easily
connect from one instance to another eg. inter-
communication between different node is possi-

Fig. 5: Enhancement Module Architecture ['4]

ble with NetQASAM.

Summery And Future Work:

This Report has a limitation of existing work to find the gap between theoritical quantum database and modern
RDBMS but QASAM is not within the scope as those robust RDBMs’ sources are not within our reach.As we
can see with this comparison report that there is some gap between the classical database and currently developed
quantum database we can meet this gap using quantum computing: hypothesis 1. Storing data in a quantum
database and duality of quantum computer which will include features like automatic storage management which
will also consider the redundancy during storing the data.

hypothesis 2. Automatic indexing[!] which will minimize the workload of searching operations.

hypothesis 3. there is quite a few way we can convert any existing classical computers’ problem in the quantum
computers ie. Hamiltonian.

hypothesis 4. To ensure more security in terms of database we can easily deploy authentication mechanism of
database or any federation within a hybrid quantum computer (or quantum accelerator) which will be responsible
for user authentication.

hypothesis 5. As it is noticed the searching and shorting operations happen also within disks (if it is not any
in-memory database), which is considered as disk shorting , we may consider storing data in quantum storage
which will also ensure redundancy of data.
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